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QUESTION 1

Refer to the scenario. 

A customer has asked you to review their AOS-CX switches for potential vulnerabilities. The configuration for these
switches is shown below: 
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What is one immediate remediation that you should recommend? 

A. Changing the switch\\'s DNS server to the mgmt VRF 

B. Setting the clock manually instead of using NTP 

C. Either disabling DHCPv4-snoopinq or leaving it enabled, but also enabling ARP inspection 

D. Disabling Telnet 

Correct Answer: D 

According to the AOS-CX Switches Multiple Vulnerabilities1, one of the vulnerabilities (CVE-2021-41001) affects the
Telnet service on AOS-CX switches. This vulnerability allows an unauthenticated remote attacker to cause a denial-
ofservice condition on the switch by sending specially crafted Telnet packets. The impact of this vulnerability is high, as
it could result in a loss of management access and network disruption. Therefore, one immediate remediation that you
should recommend is to disable Telnet on the switch. This way, the switch can prevent any malicious Telnet traffic from
reaching it and avoid the exploitation of this vulnerability. 

 

QUESTION 2

Refer to the scenario. 

An organization wants the AOS-CX switch to trigger an alert if its RADIUS server (cp.acnsxtest.local) rejects an unusual
number of client authentication requests per hour. After some discussions with other Aruba admins, you are still not
sure 

how many rejections are usual or unusual. You expect that the value could be different on each switch. 

You are helping the developer understand how to develop an NAE script for this use case. 

You are helping the developer find the right URI for the monitor. 

Refer to the exhibit. 
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You have used the REST API reference interface to submit a test call. The results are shown in the exhibit. 

Which URI should you give to the developer? 

A. /rest/v1/system/vrfs/mgmt/radius/servers/cp.acnsxtest.local/2083/tcp?attributes=authstatisti cs 

B. /rest/v1/system/vrfs/mgmt/radius/servers/cp.acnsxtest.local/2083/tcp?attributes=authstatisti
cs?attributes=access_rejects 

C. /rest/v1/system/vrfs/mgmt/radius/_servers/cp.acnsxtest.local/2083/tcp 

D. /rest/v1/system/vrfs/mgmt/radius/servers/cp.acnsxtest.local/2083/tcp?attributes=authstatisti cs.access_rejects 

Correct Answer: D 

This is because this URI specifies the exact attribute that contains the number of access rejects from the RADIUS
server, which is the information that the NAE script needs to monitor and trigger an alert. 

A. 

/rest/v1/system/vrfs/mgmt/radius/servers/cp.acnsxtest.local/2083/tcp?attributes=authstatisti cs. This is not the correct
URI because it returns the entire authstatistics object, which contains more information than the access rejects, such as 

access accepts, challenges, timeouts, etc. This might make the NAE script more complex and inefficient to parse and
process the data. 
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B. 

/rest/v1/system/vrfs/mgmt/radius/servers/cp.acnsxtest.local/2083/tcp?attributes=authstatisti
cs?attributes=access_rejects. This is not a valid URI because it has two question marks, which is a syntax error. The
question mark is used to 

indicate the start of the query string, which can have one or more parameters separated by ampersands. The correct
way to specify multiple attributes is to use a comma-separated list after the question mark, such as ? 

attributes=attr1,attr2,attr3. 

C. /rest/v1/system/vrfs/mgmt/radius/_servers/cp.acnsxtest.local/2083/tcp. This is not a valid URI because it has an extra
underscore before servers, which is a typo. The correct resource name is servers, not _servers. Moreover, this URI
does 

not specify any attributes, which means it will return the default attributes of the RADIUS server object, such as name,
port, protocol, etc., but not the authstatistics or access_rejects. 

 

QUESTION 3

A customer has an AOS 10-based mobility solution, which authenticates clients to Aruba ClearPass Policy Manager
(CPPM). The customer has some wireless devices that support WPA2 in personal mode only. 

How can you meet these devices\\' needs but improve security? 

A. Use MPSK on the WLAN to which the devices connect. 

B. Configure WIDS policies that apply extra monitoring to these particular devices. 

C. Connect these devices to the same WLAN to which 802.1X-capable clients connect, using MAC-Auth fallback. 

D. Enable dynamic authorization (RFC 3576) in the AAA profile for the devices. 

Correct Answer: A 

MPSK (Multi Pre-Shared Key) is a feature that allows assigning different pre-shared keys (PSKs) to different devices or
groups of devices on the same WLAN. MPSK improves security over WPA2 in personal mode, which uses a single PSK
for all devices on the WLAN. With MPSK, you can create and manage multiple PSKs, each with its own role, policy, and
expiration date. You can also revoke or change a PSK for a specific device or group without affecting other devices on
the WLAN. MPSK is compatible with devices that support WPA2 in personal mode only, as they do not need to support
any additional protocols or certificates. To use MPSK on the WLAN to which the devices connect, you need to enable
MPSK in the WLAN settings and configure the PSKs in Aruba ClearPass Policy Manager (CPPM). You can find more
information about how to configure MPSK in the [Configuring Multi Pre- Shared Key - Aruba] page and the [ClearPass
Policy Manager User Guide] . The other options are not correct because they either do not improve security or are not
applicable for devices that support WPA2 in personal mode only. For example, configuring WIDS policies that apply
extra monitoring to these particular devices would not prevent them from being compromised or spoofed, but rather
detect and mitigate potential attacks. Connecting these devices to the same WLAN to which 802.1X-capable clients
connect, using MAC-Auth fallback, would not provide strong authentication or encryption, as MAC addresses can be
easily spoofed or captured. Enabling dynamic authorization (RFC 3576) in the AAA profile for the devices would not
affect the authentication process, but rather allow CPPM to change the attributes or status of a user session on the
controller without requiring re- authentication. 

 

QUESTION 4
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A customer has an AOS 10 architecture, which includes Aruba APs. Admins have recently enabled WIDS at the high
level. They also enabled alerts and email notifications for several events, as shown in the exhibit. 

Admins are complaining that they are getting so many emails that they have to ignore them, so they are going to turn off
all notifications. 

What is one step you could recommend trying first? 

A. Send the email notifications directly to a specific folder, and only check the folder once a week. 

B. Disable email notifications for Roque AP, but leave the Infrastructure Attack Detected and Client Attack Detected
notifications on. 

C. Change the WIDS level to custom, and enable only the checks most likely to indicate real threats. 

D. Disable just the Rogue AP and Client Attack Detected alerts, as they overlap with the Infrastructure Attack Detected
alert. 

Correct Answer: C 
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According to the AOS 10 documentation1, WIDS is a feature that monitors the radio spectrum for the presence of
unauthorized, rogue access points and the use of wireless attack tools. WIDS can be configured at different levels, such
as low, medium, high, or custom. The higher the level, the more checks are enabled and the more alerts are generated.
However, not all checks are equally relevant or indicative of real threats. Some checks may generate false positives or
unnecessary alerts that can overwhelm the administrators and reduce the effectiveness of WIDS. Therefore, one step
that could be recommended to reduce the number of email notifications is to change the WIDS level to custom, and
enable only the checks most likely to indicate real threats. This way, the administrators can fine-tune the WIDS settings
to suit their network environment and security needs, and avoid getting flooded with irrelevant or redundant alerts.
Option C is the correct answer. Option A is incorrect because sending the email notifications directly to a specific folder
and only checking the folder once a week is not a good practice for security management. This could lead to missing or
ignoring important alerts that require immediate attention or action. Moreover, this does not solve the problem of getting
too many emails in the first place. Option B is incorrect because disabling email notifications for Rogue AP, but leaving
the Infrastructure Attack Detected and Client Attack Detected notifications on, is not a sufficient solution. Rogue APs are
unauthorized access points that can pose a serious security risk to the network, as they can be used to intercept or steal
sensitive data, launch attacks, or compromise network performance. Therefore, disabling email notifications for Rogue
APs could result in missing critical alerts that need to be addressed. Option D is incorrect because disabling just the
Rogue AP and Client Attack Detected alerts, as they overlap with the Infrastructure Attack Detected alert, is not a valid
assumption. The Infrastructure Attack Detected alert covers a broad range of attacks that target the network
infrastructure, such as deauthentication attacks, spoofing attacks, denial-of-service attacks, etc. The Rogue AP and
Client Attack Detected alerts are more specific and focus on detecting and classifying rogue devices and clients that
may be involved in such attacks. Therefore, disabling these alerts could result in losing valuable information about the
source and nature of the attacks. 

 

QUESTION 5

Refer to the scenario. 

# Introduction to the customer 

You are helping a company add Aruba ClearPass to their network, which uses Aruba network infrastructure devices. 

The company currently has a Windows domain and Windows CA. The Window CA issues certificates to domain
computers, domain users, and servers such as domain controllers. An example of a certificate issued by the Windows
CA is 

shown here. 
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The company is in the process of adding Microsoft Endpoint Manager (Intune) to manage its mobile clients. The
customer is maintaining the on-prem AD for now and uses Azure AD Connect to sync with Azure AD. 

# Requirements for issuing certificates to mobile clients 

The company wants to use ClearPass Onboard to deploy certificates automatically to mobile clients enrolled in Intune.
During this process, Onboard should communicate with Azure AD to validate the clients. High availability should also
be 

provided for this scenario; in other words, clients should be able to get certificates from Subscriber 2 if Subscriber 1 is
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down. 

The Intune admins intend to create certificate profiles that include a UPN SAN with the UPN of the user who enrolled
the device. 

# Requirements for authenticating clients 

The customer requires all types of clients to connect and authenticate on the same corporate SSID. 

The company wants CPPM to use these authentication methods: 

1. 

EAP-TLS to authenticate users on mobile clients registered in Intune 

2. 

TEAR, with EAP-TLS as the inner method to authenticate Windows domain computers and the users on them To
succeed, EAP-TLS (standalone or as a TEAP method) clients must meet these requirements: 

1. 

Their certificate is valid and is not revoked, as validated by OCSP 

2. 

The client\\'s username matches an account in AD # Requirements for assigning clients to roles After authentication, the
customer wants the CPPM to assign clients to ClearPass roles based on the following rules: 

1. 

Clients with certificates issued by Onboard are assigned the "mobile-onboarded" role 

2. 

Clients that have passed TEAP Method 1 are assigned the "domain-computer" role 

3. 

Clients in the AD group "Medical" are assigned the "medical-staff" role 

4. 

Clients in the AD group "Reception" are assigned to the "reception-staff" role The customer requires CPPM to assign
authenticated clients to AOS firewall roles as follows: 

1. 

Assign medical staff on mobile-onboarded clients to the "medical-mobile" firewall role 

2. 

Assign other mobile-onboarded clients to the "mobile-other" firewall role 

3. 

Assign medical staff on domain computers to the "medical-domain" firewall role 
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4. 

All reception staff on domain computers to the "reception-domain" firewall role 

5. 

All domain computers with no valid user logged in to the "computer-only" firewall role 

6. 

Deny other clients access # Other requirements Communications between ClearPass servers and on-prem AD domain
controllers must be encrypted. # Network topology For the network infrastructure, this customer has Aruba APs and
Aruba gateways, which are managed by Central. APs use tunneled WLANs, which tunnel traffic to the gateway cluster.
The customer also has AOS-CX switches that are not 

managed by Central at this point. 

# ClearPass cluster IP addressing and hostnames A customer\\'s ClearPass cluster has these IP addresses: 

1. 

Publisher = 10.47.47.5 

2. 
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Subscriber 1 = 10.47.47.6 

3. 

Subscriber 2 = 10.47.47.7 

4. 

Virtual IP with Subscriber 1 and Subscriber 2 = 10.47.47.8 

The customer\\'s DNS server has these entries 

1. 

cp.acnsxtest.com = 10.47.47.5 

2. 

cps1.acnsxtest.com = 10.47.47.6 

3. 

cps2.acnsxtest.com = 10.47.47.7 

4. 

radius.acnsxtest.com = 10.47.47.8 

5. 

onboard.acnsxtest.com = 10.47.47.8 

The customer has now decided that it needs CPPM to assign certain mobile-onboarded devices to a "nurse-call" AOS
user role. These are mobile-onboarded devices that are communicating with IP address 10.1.18.12 using port 4343. 

What are the prerequisites for fulfilling this requirement? 

A. Setting up traffic classes and role mapping rules within Central\\'s global settings 

B. Creating server-based role assignment rules on APs that apply roles to clients based on traffic destinations 

C. Creating server-based role assignment rules on gateways that apply roles to clients based on traffic destinations 

D. Creating a tag on Central to select the proper destination connection and integrating CPPM with Device Insight 

Correct Answer: C 

 

Latest HPE6-A84 Dumps HPE6-A84 PDF Dumps HPE6-A84 Braindumps

Powered by TCPDF (www.tcpdf.org)

Latest HPE6-A84 Dumps | HPE6-A84 PDF Dumps | HPE6-A84 Braindumps                             13 / 13

https://www.pass4itsure.com/hpe6-a84.html
https://www.pass4itsure.com/hpe6-a84.html
https://www.pass4itsure.com/hpe6-a84.html
http://www.tcpdf.org
https://www.pass4itsure.com/hpe6-a84.html
https://www.pass4itsure.com/hpe6-a84.html
https://www.pass4itsure.com/hpe6-a84.html

