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QUESTION 1

Which Citrix ADC feature can a Citrix Administrator use to create a customer footer for a NetScaler Gateway login
page? 

A. Rewrite 

B. SmartAccess 

C. HTTP Callout 

D. Responder 

Correct Answer: A 

Reference: https://support.citrix.com/article/CTX215817 

 

QUESTION 2

Scenario: A Citrix Administrator needs to configure a group in which Contractors will have limited access to 

internal resources over the SSL VPN. The Contractors group should be able to access all internal IP 

Addresses but should NOT be able to open SSH connections to any internal resource. 

Which expression should the administrator use to satisfy this scenario? 

A. REQ.IP.DESTIP = = 192.168.30.0 –netmask 255.255.255.0andand(REQ.TCP.DESTPORT = = 22) Action set to
Allow 

B. REQ.IP.DESTIP = = 192.168.30.0 –netmask 255.255.255.0andand(REQ.TCP.DESTPORT = = 22) Action set to
Deny 

C. REQ.IP.DESTIP = = 192.168.30.0 –netmask 255.255.255.0andand(REQ.TCP.DESTPORT = = 80 ||
REQ.TCP.DESTPORT = = 443) 

D. REQ.IP.DESTIP = = 192.168.30.0 –netmask 255.255.255.0 || (REQ.TCP.DESTPORT = = 22) 

Correct Answer: D 

 

 

QUESTION 3

How can a Citrix Administrator provide two-factor authentication with tokens in a XenDesktop with NetScaler Gateway
environment? 

A. Create a SAML IDP policy and bind it to the existing virtual server. 

B. Configure a TACACS authentication policy and bind it to the existing virtual server. 
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C. Configure a RADIUS authentication policy and bind it to the existing virtual server. 

D. Create an authorization policy and bind it to the existing virtual server. 

Correct Answer: C 

 

QUESTION 4

Scenario: A Citrix Administrator is performing a disaster recovery test and decided to fail over the Citrix ADC high
availability (HA) pair appliances. The administrator noticed that the failover is NOT working as expected in item text, and
the Secondary Citrix ADC is NOT taking over as Primary. The administrator suspects that networking issues may be
causing the failure. What could be the cause of this issue with the Citrix ADCs? 

A. HA monitoring is enabled on a disabled interface of the Primary Node 

B. HA monitoring is enabled on an interface of the Secondary Node that shows as ENABLED, DOWN 

C. Independent network configuration (INC) mode is enabled 

D. HA heartbeats are only seen on some enabled interfaces of the Secondary Node 

Correct Answer: D 

 

QUESTION 5

Scenario: Users belong to three Authentication, Authorization and Auditing (AAA) groups: Corporate, Finance and
Software. 

Show aaa groups: >show aaa group 1) GroupName: Corporate 2) GroupName: Finance 3) GroupName: Software 

Done >show aaa group Corporate GroupName: Corporate Weight: 0 Authorization Policy: pol_1, Type: Classic, Priority:
0 > add authorization policy pol_1 ns_true ALLOW > bind aaa group Corporate -policy pol_1 

The user is being denied resources while aaad.debug shows: Group `corporate\\' being extracted for user User1 

Why is the user being denied access? 

A. The Authorization policy is NOT configured properly. 

B. The group attribute is NOT configured in the LDAP policy. 

C. AAA group names are NOT the same as those in Active Directory/ 

D. LDAP Base DN is incorrect. 

Correct Answer: D 
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